**Section 200.1030 Control Processes**

a) e-Docket allows only users with an I.D. and passwords to file electronic documents.

b) Only members of the service list for a particular docketed case are allowed to file electronic documents in that case. This does not prohibit the electronic filing of petitions to intervene in a case in which the person filing the petition is not yet a member of the service list.

c) Filings are scanned for computer viruses prior to being uploaded into the e-Docket system and will be rejected if the filing is infected. The submitter of such an electronic document will be notified of the rejection.

d) The Web browser must be set to accept cookies in order for users to submit electronic documents. Cookies identify users and instruct the server to send a customized version of the requested Web page to the user. Cookies also submit account information for the user.

e) e-Docket logs every filing with the user I.D., date, time, and file size information.

(Source: Added at 24 Ill. Reg. 16019, effective October 15, 2000)